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Note that the Commonwealth and the federal government may: The council and sources listed 
in section 1.2 reserve the right to add new suppliers, contractors, or technologies to the 
prohibited list as applicable.   
 
Questions about prohibitions may be directed to CommonwealthSecurity@vita.virginia.gov.   
 
 
3. Compliance  
 
Compliance with this document applicable prohibitions on use and contracting is mandatory 
for all executive branch, judicial, legislative and independent agencies including all executive 
offices and boards/councils public bodies, as defined in Virginia Code § 2.2-5514(A)and 
prohibits agencies from entering into, or extending or renewing, a contract with an entity that 
uses any equipment, system, or service that uses covered telecommunications equipment or 
services. 
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