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Pull printing and access control: Holds your print jobs in a server
queue or on your workstation until an authorized user selects the

documents to print while present at the device.

Mobile printing: Provides a complete mobile printing system,
enabling you to submit jobs to your print queue from any smartphone

or mobile device including Android® or iOS devices.

ID card support: Integrate card readers with your devices for quick
and easy user access. Users can authenticate at the print device
using the same card they use to access work facilities.

. Automatic user registration: Self-registers users, eliminating the

need for an administrator to manually enter badge numbers.

Session-based login: Allows you to perform multiple output tasks

without having to swipe your card or log in again.

. Print preview? Let's you view each page of your document, change

print options, and select specific pages to print.

Print and keep: Allows you to keep your documents in the queue so
you can print it again later.

. Print job delegation: Let's you assign a delegate to log in and print

documents that are in your queuve.

. Online queue management?: Allows you access the web portal to

drag files from your document folders and drop them directly into
your queue. Also, you can delete documents from your queue or
change print settings.

Purge timeouts: Let's you automatically delete documents in your

queue after a predetermined period.

See other side for model.

Z\

Deploy patches per

schedule

Confirm Deployment

Clean up/remediate
any failed
deployments

Document/update
configuration standards
and images to include
patches

Platinum (VIP) Gold Silver Bronze
SeERy e 2 hours 2 hours 2 hours 2 hours
Severity Level 2 2 hours 4 hours 4 hours 4 hours \\,(4 IB Patch Management Proces
Severity Level 3 2 hours 6 hours 10 hours 16 hours
Severity Level 4 2 hours 8 hours 48 hours 72 hours

Send from desktop

Authenticate

Preview, print, delete or print and keep

username

Print Jobs (9)

2011-09-12 10:53:17

2011-09-12 10:53:15

2011-09-12 10:63:14

“LX” Print Management Options

30Q Sales Report by Region.doc
District 2 Sales Leads doc

| Key Performance Indicators ppt

|75 Distributed Capture White Paper pdf
ﬁ 2011-09-12 1014829

|0 ololo

DELIVER

INSTALL

ACCEPT

INACTIVE

FINANCE

RETIRE

g% “LX” Asset Management Lifecycle
71\

Over a decade of meeting customer security needs

Owning our technology allows us to adapt quicker to our customers security needs

- Digitally signed &

- Digitally signed &

- USE whitelsting

2005

encrypled firmaane

encrypled Embedded
Apps

- HOD encryption & wiping

PEac capabidities

2008

- 0 secure boot

technology

- PEl ceniicale management
« Rnle basad authorization

Function access controls

Manual & scheduled HDD
wiping

- Device auditing

Hardware

Emergy

@ Hurman rights

Customer health

e
l|\

Customer privacy

2010

verification checks

+ Ausomatic fle-based

‘wipire]

+ MNon-vilatie memory

WiE

+ Cuslomizable eloass

cantnats

2012

+ 08 continuous run-time: Device AD integration
- Automatic CAinstalation
+ Auta davica carificale

anrollmeant application

- Remole HDD wiging &

ancrypion

Standards

Greenhouse gas @

emissions

Water

Occupational health

and safety

S
N

Anth-conuption

Product compliance

®

Supply chain

“LX” Materiality

Enwironmental
compliance

2016-Current

« Sacwe slement

mproved AD nlegration

« Parmission based

security
mpioved “Suite B®
crypiography

- SME 20 suppan
+ COmmon criena updales

Innvovation




	VITA-EA_Wave-3_EUS-HW-and-Printing_Peppermint-IB-and-LX-Model.vsd
	Peppermint-IB-LX-EUS-Model
	Backpage


