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COV Information Security Policy & Standard Exception Request Form
Agency Name: _______________Contact for Additional Information: ___________
Policy/Standard requirement to which an exception is requested:______________

Note: This request is for an exception(s) to a component of the Commonwealth policy and/or standard(s) and approval of this request does not in any way address the feasibility of operational implementation.  You are encouraged to check with your technical support staff prior to submitting this request.
1.  Provide the Business or Technical Justification:
2.  Describe the scope including quantification and requested duration (not to exceed one (1) year):

3. Describe all associated risks:
4. Identify the controls to mitigate the risks:
5. 
Identify all residual risks:
I have evaluated the business issues associated with this request and I accept any and all associated risks as being reasonable under the circumstances.
  ​​​​​​​​​​​​​​​​​​​​_____________________   
                                                          
______________
   Printed name   Agency Head
             Signature 



Date

Chief Information Security Officer of the Commonwealth (CISO) Use Only
Approved__________      Denied_________
     Comments:

______________________________
 ___________

CISO

                                            Date
Agency Request for Appeal Use Only
Approved__________      
Comments:

______________________________
___________

Agency Head


              Date
Chief Information Officer of the Commonwealth (CIO) Office Use Only
 (Appeal)


Appeal


Appeal
Approved__________      
Denied_________
Comments:

______________________________
___________

CIO


                             Date






