
CSDII Update 
HITSAC 

April 17, 2014 
 

Mike Farnsworth 
Joe Grubbs 



Topics 
 CAS/CSDII Relationship 

 CSDII Status 

 Relevant Components to Ecosystem 

 IdP 

 Attributes 

 Proofing 

 Architecture and Privacy Considerations 

 CSDII and the Broader Ecosystem 
 



Relevant Components 

IDP Attributes Proofing 



CSDII Architecture 
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CAS/CSDII Relationship  



CSDII Status 
 Heath Related Outreach: 

 HIMSS 

 FACA 

 Health IT Connect 

 IDESG 

 Strategic Alignment with HIEs 

 Currently Integrating Inova as 1st RP 
 Relying Party Pipeline 

 State of Georgia 

 Over 20 RPs (Higher Ed, Banking, Healthcare, Govt, 
Gaming) 



CSDII and the Broader Identity 
Ecosystem 

 Involvement with e-ID Working Group 

 Participation in the Identity Ecosystem 
Steering Group (IDESG) 

 CSDII’s Contribution to the IDESG 
 Healthcare Committee 

 Trust Framework-Trust Mark Committee 

 Privacy Committee 



Questions 
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